Assessing the recordkeeping performance of workgroups and business units
Module 7 Assessing the recordkeeping performance of workgroups and business units

Explanation

This module is designed to assist organisations in monitoring recordkeeping within workgroups and business units to determine whether it conforms with organisational policies and rules, and meets the organisation’s requirements.
Individuals, workgroups and business units within your organisation are responsible for:

· being aware and understanding organisational policy and rules for managing records

· creating records as part of their work

· capturing records into official recordkeeping systems

· handling physical records with care

· only destroying records when authorised to do so, and

· protecting records from unauthorised access.

This module is structured differently to the first 6 modules and poses a series of questions and tasks to assist your evaluation of the recordkeeping responsibilities of individuals, workgroups or business units.  
Performance monitoring needs to be scalable to your needs and resources.  If necessary, prioritise workgroups/work processes/business units/individuals of concern within the organisation, eg target business units which deal with high risk business, or target high risk recordkeeping processes such as the capture of email or the capture of outgoing correspondence.

You do not need to forward copies of your assessments to State Records.  However it is possible that State Records or other organisations interested in good records management may ask in the future to see documentation of your monitoring activities and any corrective actions undertaken as a result.

Authority

While Section 10 of the State Records Act 1998 assigns responsibility to the Chief Executive of the public office for conformity with the State Records Act and the standards issued under the Act, effective organisational recordkeeping ultimately depends on individuals, workgroups and business units.  The Standard on managing a records management program requires that “staff use official recordkeeping systems and services …” (compliance requirement 4.6)
	Understanding/awareness of policy and rules

	Criteria
	Yes/No
	Comments

	Aware of the organisation’s records management policy and recordkeeping rules?
	(   Yes    (   No
	

	Aware of the organisation’s policy/rules for managing emails?
	(   Yes    (   No
	

	Aware of the organisation’s policy/rules for the disposal of records?

Confirm understanding of Normal Administrative Practice
	(   Yes    (   No
	

	Have they received training in recordkeeping practices and procedures?  If so, what training?
	(   Yes    (   No
	

	Creation and capture of records

	Criteria
	Yes/No
	Comments

	Aware of the need to create

· notes of telephone conversations

· minutes of meetings

· notes of oral decisions and commitments?

Check a sample of records to determine if this is occurring and is contemporaneous to the event.
	(   Yes    (   No
	

	Aware of any business rules for recordkeeping specific to their business unit/workgroup?
	(   Yes    (   No
	

	Aware of the value of using organisational templates for records creation that are available (including for email records)?
	(   Yes    (   No
	

	Aware of need to either

· print and file emails or

· capture emails electronically into the recordkeeping system?

Check email account/application and confirm that this is occurring.
	(   Yes    (   No
	

	Check a sample of records that business unit/individual uses and confirm the records’ completeness (ie contains all documents pertaining to the business being undertaken, including all incoming and outgoing correspondence etc).
	(   Yes    (   No
	

	Periodic checks of records within business unit for accuracy.
	(   Yes    (   No
	

	Aware of the need to save digital records (eg word documents, powerpoint, spreadsheets etc) into official recordkeeping system/s?

Check recordkeeping system/s and confirm that business unit/individual is saving records (check quantity and frequency).
	(   Yes    (   No
	

	Check that no official records are being stored on hard drive or in personal drive on network or on backup tapes.
	(   Yes    (   No
	

	Is this business unit/individual involved in high risk business activities?  

If yes, are they aware of the need to create and capture records of their work?

Check a recent business activity to determine if all records have been created and captured.

Do relevant business systems used for process/ or used by business unit have the capacity to make and keep record and meet minimum metadata requirements?
	(   Yes    (   No
	

	Storing records

	Criteria
	Yes/No
	Comments

	Are records stored in the appropriate location within the workgroup/business unit?
	(   Yes    (   No
	

	Are staff aware of the guidance and procedures for handling records (including transporting records, removing records from office accommodation for meetings or site visits)?
	(   Yes    (   No
	

	Access to records

	Criteria
	Yes/No
	Comments

	Are staff aware of the rules and procedures for providing access to the organisation’s records?  
	(   Yes    (   No
	

	Are staff aware of the need to protect sensitive and confidential records from unauthorised access?
	(   Yes    (   No
	

	Disposal of records

	Criteria
	Yes/No
	Comments

	Are staff aware of the organisation’s rules and procedures for the disposal of records?
	(   Yes    (   No
	

	Are staff aware of the rules and procedures for disposing of ephemeral and facilitative records?  Including the disposal of drafts and working papers (Normal Administrative Practice procedures)?
	(   Yes    (   No
	

	If the business unit sentences records, confirm that staff understand the retention and disposal authorities and are able to identify the correct disposal class for a sample selection of records.
	(   Yes    (   No
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